


KEY FEATURES

Single Sign-On (SSO)
Leveraging SAML 2.0 and SCIM, TeamViewer Tensor™ seamlessly 
integrates with these identity providers (IDP): ADFS, Azure AD, 
 Centrify, G Suite, Okta, OneLogin.

Device-Agnostic Connectivity
TeamViewer Tensor™ supports Android, iOS, Linux, MacOS, and 
multiple Windows versions.

Comprehensive Auditing, Logging, and Reporting 
With TeamViewer Tensor™ you can audit every connection made  to 
and from PCs to the TeamViewer Tensor™ platform
and all activities in the management console.

Mass Deployment & Silent Rollout
TeamViewer Tensor™ can be installed and updated silently on all your
corporate devices by network admins with appropriate security access, 
which makes it an interruption-free experience for end users. 

Conditional Access
Providing an additional layer of security for your corporate network, 
Conditional Access enables you to centrally control TeamViewer 
 usage and access rights using a rule-based engine.

TeamViewer Tensor™ Enterprise SaaS
Connectivity Platform

 Scales linearly to your needs

 Large IT deployments happen in hours!

 Provides state-of-the-art security for all data 
and connections

 Integrates with your identity provider for 
Single Sign-On

 Provides industry audit trails and enterprise 
reporting to track every action

 Control remote connections and enforce 
access rules at highest granularity

CONTACT
Learn more about TeamViewer Tensor™.
Contact us for a demo or start a free trial.
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